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Cybersecurity Analyst Focused on Threat Detection, Risk Mitigation, and Data Protection
A dynamic cybersecurity analyst with over five years of experience defending enterprise networks and
systems. Skilled in threat analysis, vulnerability management, and incident response. Proven track
record of reducing risk exposure, enforcing compliance standards, and implementing proactive security
protocols across complex environments.

Professional Experience

August
2022 -
Present

July 2019 -
July 2022

Key Skills

Education

September
2019

Cybersecurity Analyst SecureBridge Technologies, Atlanta, GA

Detected and contained 50+ attempted intrusions using real-time security information and
event management (SIEM) alerts, reducing average response time by 35%
Deployed vulnerability scanning tools across all endpoints, lowering critical vulnerabilities by
62% within six months
Led internal audit preparation for SOC 2 compliance, resulting in zero major findings during
third-party review

Information Security Analyst TriPoint Data Systems, Marietta, GA

Investigated and responded to phishing and malware incidents, preventing potential
exposure of data for 10,000+ users
Conducted monthly penetration tests and remediated high-risk issues, reducing attack
surface across all departments
Implemented role-based access controls, enhancing data protection and aligning systems
with HIPAA security requirements

Compliance standards (NIST, HIPAA, ISO 27001)
Endpoint protection
Firewalls and intrusion detection systems

Incident response
Network monitoring
Risk assessment

SIEM tools (Splunk, QRadar)
Threat analysis
Vulnerability scanning

Bachelor of Science (B.S.) Cybersecurity 
Kennesaw State University, Kennesaw, GA



Certifications

March
2019

March
2019

September
2019

CompTIA Security+

Certified Ethical Hacker (CEH)

GIAC Security Essentials (GSEC)


